# Аудит мер по обеспечению безопасности данных

1. При регистрации нового пациента, сотрудник ресепшена добавляет запись в журнал учета пациентов и создает папку для документов пациента. При этом нет ограничений на просмотр, удаление или изменение любых данных как в журнале, так и в папках.
2. Нет журналирования, авторизации и аутентификации при доступе сотрудников к любым данным.
3. Нет разделения на категории данных
4. Нет системы резервного копирования
5. Для персональных данных сотрудников и пациентов не предусмотрено какой-либо защиты
6. Для осуществления кадрового учета, сотрудники бухгалтерии просматривают несколько журналов с конфиденциальной информацией пациентов
7. Сотрудники IT подразделения имеют доступ ко всем данных без ограничений